DHS Emergency Services Sector Webinar Series:
DHS National Protection and Programs Directorate (NPPD)
Office for Bombing Prevention

July 26, 2018 1-2 pm ET
Agenda

• Introduction
• Overview of the NISC
• DHS NPPD Office for Bombing Prevention
• Q&A
• Quiz for those seeking Continuing Education Units (CEUs)
Today’s Speakers

• **Sean McSpaden**, NISC Executive Director

• **David Williamson**, Counter-IED Training and Solutions Section Chief, Office for Bombing Prevention, DHS NPPD
Continuing Education Units (CEUs)

- CEUs will be awarded to participants that watch the webinar and complete the quiz following the webinar
- 0.1 CEUs for this hour-long event
1. Understand the mission of DHS NPPD Office for Bombing Prevention (OBP).

2. Understand the products, services, and offerings that the DHS NPPD OBP provides to its stakeholders.

3. Discover how to access DHS NPPD OBP products, services, and offerings.

If you have questions during the webinar, please submit using the question feature in GoToWebinar.
NISC Mission-Focused Job Aids Webinar Series

• In-depth discussion of tools, techniques, and standard operating procedures used for information sharing
• Webinar content applicable to multiple fields, including:
  • Homeland security,
  • Emergency management,
  • Public safety,
  • First responder, and
  • Healthcare preparedness.
NISC Mission-Focused Job Aids Webinar Series

- **July 26, 2018**: DHS NPPD Office for Bombing Prevention (Co-hosted by the NISC and DHS ESS)

- **October**: Environmental Protection Agency (EPA) Water Security Division-Coordination between State Primacy Agencies and State Emergency Management Agencies (Co-hosted by the NISC and DHS ESS)

- **November**: Single Automated Business Exchange for Reporting (SABER) (Co-hosted by the NISC and SABER)

Visit [https://www.nisconsortium.org/nisc-activities/niscwebinars/](https://www.nisconsortium.org/nisc-activities/niscwebinars/) to register for upcoming webinars or view prior webinars.
National Information Sharing Consortium

The NISC is a non-profit organization devoted to improving information sharing at all levels of government and for all homeland security, emergency management, first responder, healthcare, and public safety stakeholders.
NISC Members Span Multiple Domains & Disciplines

Public Sector – Private Sector – Non-profits

Communications
Critical Infrastructure
Emergency Management
EMS
Fire
GIS
Homeland Security
Information Technology
Law Enforcement
Military
Private Industry
Public Health
& More!
Member Benefits & Application

- Guidance and technical assistance
- Knowledge exchange and networking opportunities
- Access to the NISC Member Portal

Visit http://www.nisconsortium.org/nisc-membership/become-a-member/

Or click ‘Join’ at the top of any webpage on www.nisconsortium.org
IED Risk Overview
Global Trends in Terrorism

- Bombs and explosives remain the weapon of choice for terrorists
- Use of bombs is increasingly sophisticated and transnational
- Shift in global trends away from centrally planned attacks to lone actors being given loose guidance by extremist groups

Tactics in Global Terrorist Attacks (2016)*

- Bombing/Expositions – 54%
- Armed Assault – 21%
- Hostage Taking – 10%
- Facility/Infrastructure Attack – 9%
- Assassination – 6%

*Inspire Magazine, Spring 2014

My Muslim brother: we are conveying to you our military training right into your kitchen to relieve you of the difficulty of traveling to us. If you are sincere in your intentions to serve the religion of Allah, then all what you have to do is enter your kitchen and make an explosive device that would damage the enemy if you put your trust in Allah and then use this explosive device properly.

*Country Reports on Terrorism 2016, U.S. Department of State and START
Domestic IED Threat

- A very high proportion of terrorism-related incidents in the Homeland since 9/11 involve IED plots or attacks:
  - Dozens of major IED-related plots and incidents with potential for mass casualties

- Extremist publications promote IEDs for attacks in the homeland

- State and UASI partners consistently rank IEDs among their very top concerns.
  - 68% of States/Territories and 90% of UASI cities

- A few commercial products and a Google search are all that is required to construct deadly IEDs in the U.S.
Open source intelligence (OSINT) derived research of U.S. domestic improvised explosive device (IED) and related explosives events provided the following information for 2016:

- A total of 3566 events were recorded
- There were 42 incidents in which one or more casualties were sustained; 61 people were killed and 110 were injured during these incidents
- Bomb Threats and Suspicious Packages combined for (82%) of the total incidents (2,929 events)
OBP Overview
OBP Mission

The Office for Bombing Prevention (OBP) leads the Department of Homeland Security’s (DHS) efforts to implement National Counter-IED (C-IED) policy and enhance the Nation’s ability to prevent, protect against, respond to, and mitigate the use of explosives against critical infrastructure; the private sector; and federal, state, local, tribal, and territorial entities.

Mission

The OBP mission is to protect life and critical infrastructure by building capabilities within the general public and across the private and public sectors to prevent, protect against, respond to, and mitigate bombing incidents.

Program Areas

- Counter-IED Training and Awareness (CTAS)
- Counter-IED Information Sharing (CISS)
- Capability Assessments and Planning Support (CAPS)
- Counter-IED Strategy, Integration & Communications (CSICS)
OBP Programs and Services
Program Overview

Counter-IED Training & Awareness Section (CTAS)

Programs
- Bombing Prevention Training
- Bomb-Making Materials Awareness Program (BMAP)
- Product & Curriculum Development

Functions
- Training Delivery
  - Instructor-Led Training
  - Virtual Instructor-Led Training (VILT)
  - Computer-Based Training
- Curriculum Design
- Training Solutions Development
- Education and Awareness Planning
The Counter-IED Training and Awareness team offers a diverse training curriculum designed to build counter-IED (C-IED) capabilities among key stakeholders.

**Types of Training**
- In-Person Instructor Led Training
- Virtual Instructor-Led Training
- Computer-Based Training

**Participants**
- State and local law enforcement
- First responders and First Receivers
- Federal agencies
- DHS and IP Personnel
- Private sector partners
  - Commercial real estate
  - Retail owners and operators
  - Universities
  - Hospitals, etc.

2017 set a record with over 11,000 trained.

**Certification**
- Complies with American National Standards Institute (ANSI) and International Association for Continuing Education and Training standards
- Certificated for Continuing Education Units (CEUs) through Center for Domestic Preparedness
OBP Counter-IED Training Approach

OBP’s approach to training has expanded beyond traditional, in-person training to incorporate virtual and computer-based training and a “Train-the-Trainer” model.

<table>
<thead>
<tr>
<th>Mobile Training Teams (MTT)</th>
<th>Innovative Solutions – “Blended Approach”</th>
<th>Train-the-Trainer (T³)</th>
</tr>
</thead>
<tbody>
<tr>
<td><img src="image1" alt="MTT Map" /></td>
<td><img src="image2" alt="Instructor-Led" /></td>
<td><img src="image3" alt="Train-the-Trainer" /></td>
</tr>
<tr>
<td><img src="image4" alt="Instructor-Led" /></td>
<td><img src="image5" alt="Virtual Instructor-Led" /></td>
<td></td>
</tr>
<tr>
<td><img src="image6" alt="Web-Based Independent Studies" /></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Direct, Instructor-Led Training (ILT)**
- NGB JITEC Instructors
- Experienced bombing prevention/law enforcement SMEs
- High credibility

**Innovative Solutions – “Blended Approach”**
- Instructor-Led
- Virtual Instructor-Led
- Web-Based Independent Studies

**National Training Program:**
- OBP provides curriculum
- OBP trains FSLTT instructors
- FSLTT provides qualified instructors
- FSLTT trainers return home to provide training to customer base
- FSLTT instructors report outputs
- OBP provides QA/QC

Evolving approach to satisfy user demand for more training and greater availability.
In-Person Instructor-Led Training (ILTs)

- AWR-348: Bombing Prevention Awareness
- PER-312: Vehicle-Borne Improvised Explosive Device Detection
- PER-336: Protective Measures
- PER-339: IED Search Procedures
- PER-346: Surveillance Detection
- MGT-451: Bomb Threat Management

What to know about ILTs:

- All participants require a FEMA Student Identification (SID)
- Optimum class size is 25 participants – 30 is the maximum acceptable
- Trainings must have a minimum of 15 participants NLT 5 days before event
- Trainings preferred to take place Tues.-Thurs. (with Mon. and Fri. travel days)
- Be on-site on delivery dates (POC or designated representative)
- Classroom style seating with tables preferred
- Additional practical exercise requirements may apply
- Review Course Coordination Outlines for details
Virtual Instructor-Led Training (VILT)

- AWR-333: IED Construction and Classification
- AWR-334: Introduction to the Terrorist Attack Cycle
- AWR-335: Response to Suspicious Behaviors and Items
- AWR-337: IED Explosive Effects Mitigation
- AWR-338: Homemade Explosives (HME) and Precursor Awareness
- AWR-340: Protective Measures Awareness

What to know about VILTs:

- All participants require a FEMA Student Identification (SID)
- Individual enrollment – not for group viewing
- Maximum class size 50 participants
- Online schedule available 90 days out
- Scheduled at various times to accommodate various time zones
- Specially scheduled sessions available at stakeholder request

To take any of the Virtual Instructor-Led Training courses, please register at cdp.dhs.gov/obp
Web-Based Independent Studies

- AWR-341: IED Awareness and Safety Procedures Computer-Based Training
- AWR-349: Homemade Explosives and Precursor Chemicals Awareness for Public Safety
- AWR-903W Bomb Threat Preparedness and Response
- AWR-911W Recognizing Bomb-Making Activity: Your Role
- AWR-921W Bomb-Making Materials Awareness Employee Training

What to know about WBTs:
- All participants require a TRIPwire account
- Not currently certificated

Computer-based training courses are available at tripwire.dhs.gov under “Counter-IED Training”
Bomb-Making Materials Awareness Program (BMAP)

BMAP is an outreach initiative that promotes private sector point-of-sale awareness and suspicious activity reporting to prevent misuse of common household items as explosive precursor chemicals and IED components

- **Overview:** BMAP is a National community outreach program, sponsored by the Department of Homeland Security (DHS) in partnership with the Federal Bureau of Investigation and the individual States
- **Approach:** DHS certifies BMAP Community Liaisons and provides them with guidance and materials for educating industries and businesses involved in the sale of bomb-making materials
- **Value:** BMAP increases prevention opportunities by building a network of aware and vigilant private sector partners to identify and report suspicious activities

**What to know:**

- BMAP is not a training program, but rather a capacity building program
- BMAP establishes a network of state coordinators and certified professionals
- Reinforces effective community involvement in public safety

For more information, or to establish a BMAP program for your community, contact your DHS Regional Training and Exercise Coordinator, or send a request to obp@hq.dhs.gov
BMAP Community Engagement Site (CES)

- BMAP CES is the primary networking tool
- The network provides a planning resource for sustainment and activity tracking tool

- Securely shares information across federal, state, territorial, and local partners
- Shares best practices, BMAP success stories, and training materials
- BMAP Community Liaisons record their outreach activities in the BMAP CES
OBP offers C-IED awareness products available on the C-IED Training and Awareness SharePoint, on TRIPwire, or by request, including:

- **Awareness Cards & Posters**
  - For Example: Common Household Products Advisory

- **Posters**
  - For Example: Common Household Products Advisory

- **Bomb Threat Guidance Products**
  - For Example: DHS-DOJ Bomb Threat Guidance

- **Protection Guides**
  - For Example: Protective Measures for Sports Leagues

- **Customized Counter-IED Products**
  - Counter-IED Solutions Portfolio (interactive PDF)
  - Bombing Prevention Lanyard Cards (job aid)
OBP helped develop a First Responder Support Tools (FiRST) mobile application to support emergency responders with real-time protection and guidance during IED threats and incidents.

**What is FiRST?**

- Geospatial smartphone application
- Developed by OBP and DHS Office of Science and Technology
- Vetted access for Federal and State government users
- Quickly determine IED safe stand-off distances, potential damage, roadblock locations, mandatory evacuation or shelter zones, and nearby facilities of concern

Available free on the App Store for all first responders and individuals with a DHS email.
CAPS has developed subsector-specific Preparedness Guides to provide stakeholders with tailored recommendations and measures to adopt to prepare for and protect against IEDs.

Preparedness Guides

- Lodging Subsector
- Sports League Subsector
- Public Assembly Subsector

What to Know:

- Provides detailed, sector-specific guidance for preparing for and protecting against the threat of IEDs
- Scheduled for publication Summer 2017

The C-IED Awareness Products folder can be accessed directly at the following link: [http://nppd-sp.dhs.gov/sites/obp/SitePages/C-IED%20Awareness%20Products.aspx](http://nppd-sp.dhs.gov/sites/obp/SitePages/C-IED%20Awareness%20Products.aspx)
Counter-IED Training and Awareness Website

The training website on dhs.gov/OBP offers public access to many of the C-IED Awareness Products and course details that can be found on the SharePoint Training Website.

To access, visit www.dhs.gov/OBP and click on Counter-IED Training and Awareness on the left-hand side of the site, or go directly to www.dhs.gov/bombing-prevention-training

Website resources include:

- C-IED awareness products
- C-IED training catalog
- C-IED VILT training

Counter–Improvised Explosive Device (IED) Training and Awareness

To reduce risk to the nation’s critical infrastructure, the Department of Homeland Security, National Protection and Programs Directorate, Office of Infrastructure Protection’s Office for Bombing Prevention (OBP) develops and delivers a diverse curriculum of training to:

- Build nationwide counter improvised explosive device (IED) core capabilities.
- Enhance awareness of terrorist threats.
- Coordinate through state homeland security officials and training offices, OBP courses educate strategies to prevent, protect against, respond to, and mitigate bombing incidents. Federal, state, local, tribal, and territorial participants include:
  - Municipal officials and emergency managers.
  - State and local law enforcement and other emergency services.
  - Critical infrastructure owners and operators.
  - Security staff.
Program Overview

Counter-IED Information Sharing Section (CISS)

Programs

- Technical Resource for Incident Prevention (TRIPwire)
- Information & Trend Analysis
- Field Coordination
- National Explosives Task Force (NETF)

Functions

- C-IED and IED Information Sharing
- IED Incident and Threat Reporting
- Intra-agency Intelligence Coordination
Overview
- ISDS provides timely and accurate information to senior decision-makers across DHS, other Federal agencies, and state, local, and private sector partners to support threat/incident-based decision-making and enhance IED preparedness.

National Explosives Task Force
- FBI-led task force that rapidly integrates explosives expertise with intelligence and LE information to support operations.

Partners/Customers
- White House
- DHS
- Interagency Partners
- Private Sector
- State and Local LE
- International Partners

Planned Milestones
- Development of a National C-IED Information Sharing Architecture
TRIPwire is a free online, collaborative information-sharing network for sharing information related to threat of IEDs built

- **Overview:** The TRIPwire information-sharing network works to:
  - Increase awareness of evolving extremist IED tactics, techniques, and procedures
  - Share incident lessons learned and counter-IED preparedness information with security personnel

- **TRIPwire integrates open-source information,** including videos and how-to manuals gathered directly from extremist groups, to increase awareness of IED trends and threats

- **Value:** TRIPwire publishes threat, awareness, and training materials to help first responders and law enforcement anticipate, identify, and prevent bombing incidents

Interested stakeholders and regional personnel can create a TRIPwire account at https://tripwire.dhs.gov
TRIPwire Collection

TRIPwire collects material directly from extremist websites, blogs, & media.

- Material consists of information collected from extremist multi-media outlets
- Staff made up of regional linguists and subject-matter experts
- Language capabilities allow for direct, un-translated collection
- Translated “What’s New” incident coverage from international news and threat sources

Open Source Media

TRIPwire users: contact tripwirehelp@dhs.gov to Submit an RFI
TRIPwire compiles, categorizes, and maps domestic IED-related events, offering a host of counter-IED products for members:

**TRIPwire OSINT Report:**
- A weekly & monthly product that categorizes IED-related events across the United States

**Incident Database and Mapping:**
- Searchable database all threat data gathered in the OSINT report with precise incident mapping functionality

**Extremist Threat Reports**
- Documents Significant IED incidents

**Emergency Responder Notes**
- IED Components & Emerging Trends

Users can submit a Request for Information via the “Contact Us” link on TRIPwire.gov
TRIPwire Production

TRIPwire provides situational awareness of IED tactics and incidents

- IED Components & Emerging Trends

Emergency Responder Notes (ERN)

Extremist Threat Reports (ETR)

- Documents Significant IED incidents
To register for TRIPwire access, visit https://tripwire.dhs.gov

- Click “Register Now”
- Complete electronic registration form and click “Submit”
- The TRIPwire Help Desk will contact you to confirm the status of your account

The TRIPwire Help Desk is open Monday through Friday, 8 AM until 5 PM, Eastern Standard Time. Inquiries made outside of help desk hours will be answered the next business day.

Phone: (866) 987-9473 | Email: TRIPwirehelp@hq.dhs.gov
Program Overview

Capability Assessments & Planning Support (CAPS)

Programs

- National C-IED Capabilities Analysis Database (NCCAD)
- Multi-Jurisdictional IED Security Planning (MJIEDSP)

Functions

- Capability Assessment and Reporting
- Capability-gap Analysis and Planning Support
- C-IED Grant Requirements Support

Homeland Security
NCCAD assesses state C-IED capabilities using a consistent and repeatable methodology to evaluate and address capability gaps

**Overview:** Counter-IED capability and readiness assessment program that uses a consistent, repeatable analytical methodology, field surveys, and web-accessible database for:
- Bomb Squads
- SWAT
- Explosive Detection Canine Teams
- Public Safety Dive Teams

**Customers:** Tactical unit commanders, emergency managers, and national resource managers.

**Value:** Increases knowledge of counter-IED capabilities at the unit, State, regional, and national-level in relation to relevant local or national preparedness goals.
- Supports cost-effective capability enhancement and resource allocation
- Supports crisis action decision making
Multi-jurisdictional IED Security Planning (MJIEDSP)

MJIEDSP is a C-IED capability and planning program that works with emergency response stakeholders to identify planning gaps and increase coordination.

- **Overview:** MJIEDSP is a systematic process that fuses counter-IED education, capability analysis, training, and planning tailored to the unique requirements of local jurisdictions.

- **Customers:** State and local first responders, emergency managers, and private sector security officials.

- **Value:** Provides guidance and a road-map to enhance multi-agency, multi-jurisdiction IED prevention, protection, and response capabilities.
  - Integrated with National Preparedness System, including grant process and regional planning.

Over 97 workshops completed!
Program Overview

Counter-IED Strategy, Integration & Communications Section (CSICS)

Programs
- National-level C-IED Policy and Plans
- Interagency Coordination (JPO C-IED)
- Intra-agency Coordination (DHS-IEDWG)
- Data Analysis and Program Prioritization
- Outreach and Communications

Functions
- C-IED Data Analysis
- Inter- and Intra-agency Policy Design and Coordination
- Strategic Communications and Outreach
- C-IED Guidance and Awareness Product Design
Counter-IED Policy Coordination

Coordination is critical to C-IED efforts given the number of activities and stakeholders involved. The CSICS leads OBP’s effort to coordinate the implementation of Presidential Policy Directive 17, *Countering IEDs (PPD-17)*, within DHS and across the U.S. Government:

- OBP is Deputy Administrator of the FBI-led Joint Program Office for Countering IEDs (JPO-CIED), which coordinates across the Federal Government.

- OBP chairs international working groups including the DHS IED Working Group (DHS-IEDWG) and the Explosives Screening and Detection Sub-Integrated Product Team working group (ESP Sub-IPT) for internal coordination.

- OBP is currently supporting an update to the PPD-17 Implementation Plan based on new threats and requirements.

Aligns DHS efforts with Federal counterparts and national goals and avoids potential duplication between counter-IED programs.
Conference Outreach

Engages and communicates the value of OBP’s programs to stakeholders across Critical Infrastructure sub-sectors through outreach campaigns and stakeholder assessments:

<table>
<thead>
<tr>
<th>Start Date</th>
<th>Event Name</th>
<th>Location</th>
</tr>
</thead>
<tbody>
<tr>
<td>6/3</td>
<td>2018 Public Risk Management Industry (PRIMA) National Conference</td>
<td>Indianapolis, IN</td>
</tr>
<tr>
<td>7/9</td>
<td>National Homeland Security Conference (NHSC)</td>
<td>New York, NY</td>
</tr>
<tr>
<td>7/10</td>
<td>National Center for Spectator Sports Safety and Security (NCS4)</td>
<td>Louisville, KY</td>
</tr>
<tr>
<td>7/22</td>
<td>Venue Connect Conference</td>
<td>Toronto, Canada</td>
</tr>
<tr>
<td>9/24</td>
<td>American Society of Industrial Security (ASIS)</td>
<td>Las Vegas, NV</td>
</tr>
<tr>
<td>10/1</td>
<td>International Festivals &amp; Events Association Expo</td>
<td>San Diego, CA</td>
</tr>
<tr>
<td>10/3</td>
<td>International Facility Management Association (IFMA) World Workplace...</td>
<td>Charlotte, NC</td>
</tr>
<tr>
<td>10/6</td>
<td>International Association of Chief of Police (IACP)</td>
<td>Orlando, FL</td>
</tr>
<tr>
<td>10/19</td>
<td>International Association of Emergency Managers (IAEM)</td>
<td>Grand Rapids, MI</td>
</tr>
<tr>
<td>11/6</td>
<td>National Fusion Center Association (NFCA) Training Event</td>
<td>Alexandria, VA</td>
</tr>
<tr>
<td>11/12</td>
<td>International Association of Amusement Parks and Attractions (IAAPA)...</td>
<td>Orlando, FL</td>
</tr>
<tr>
<td>11/25</td>
<td>International Association of Fairs and Expositions (IAFE) Convention...</td>
<td>San Antonio, TX</td>
</tr>
</tbody>
</table>

For conference and OBP outreach booth requests, contact the PMO at CIEDPMO@OBP.GOV
## OBP Contact Information

For questions or request from specific programs or sections, please reach out to the following individual mailboxes

<table>
<thead>
<tr>
<th>Section</th>
<th>Point of Contact</th>
</tr>
</thead>
<tbody>
<tr>
<td>General Inquiries</td>
<td>General OBP Mailbox</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:obp@hq.dhs.gov">obp@hq.dhs.gov</a></td>
</tr>
<tr>
<td>Counter-IED Training &amp; Awareness</td>
<td>Training Mailbox</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:OBPTraining@hq.dhs.gov">OBPTraining@hq.dhs.gov</a></td>
</tr>
<tr>
<td>Information Sharing</td>
<td>Will Byrd (Section Chief)</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:william.byrd@hq.dhs.gov">william.byrd@hq.dhs.gov</a></td>
</tr>
<tr>
<td>TRIPwire</td>
<td>TRIPwire Mailbox</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:TRIPwirehelp@hq.dhs.gov">TRIPwirehelp@hq.dhs.gov</a></td>
</tr>
<tr>
<td>Capability &amp; Planning Support</td>
<td>Al Amano (Section Chief)</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:Alan.D.Amano@hq.dhs.gov">Alan.D.Amano@hq.dhs.gov</a></td>
</tr>
<tr>
<td>Strategy, Integration &amp; Communications</td>
<td>PMO Mailbox</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:DHSOBPCIEDPMO@hq.dhs.gov">DHSOBPCIEDPMO@hq.dhs.gov</a></td>
</tr>
</tbody>
</table>
Thank You

For more information, visit: www.dhs.gov/OBP

Office for Bombing Prevention
July 26, 2018
Q&A

Please submit questions using the question feature in GoToWebinar.
Member Benefits & Application

• Guidance and technical assistance
• Knowledge exchange and networking opportunities
• Access to the NISC Member Portal

Visit http://www.nisconsortium.org/nisc-membership/become-a-member/
Or click ‘Join’ at the top of any webpage on www.nisconsortium.org
NISC Mission-Focused Job Aids Webinar Series

- **July 26, 2018**: DHS NPPD Office for Bombing Prevention (Co-hosted by the NISC and DHS ESS)

- **October**: Environmental Protection Agency (EPA) Water Security Division-Coordination between State Primacy Agencies and State Emergency Management Agencies (Co-hosted by the NISC and DHS ESS)

- **November**: Single Automated Business Exchange for Reporting (SABER) (Co-hosted by the NISC and SABER)

Visit [https://www.nisconsortium.org/nisc-activities/niscwebinars/](https://www.nisconsortium.org/nisc-activities/niscwebinars/) to register for upcoming webinars or view prior webinars
Quiz

• Following the webinar you will be prompted to complete a quiz

• Complete the quiz to receive your continuing education units (CEUs) for this session